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Privacy Notice 

 
This privacy notice describes how medical information about you may be used and 
disclosed and how you can get access to this information. Please review it carefully.  

 
 The Jacksonville State University Student Health Center (“Facility”, “we” or 
“us”) is required under the federal health care privacy rules (the “Privacy Rules”), to 
protect the privacy of your health information, which includes information about your 
health history, symptoms, test results, diagnoses, treatment, and claims and payment 
history (collectively, “Health Information”). We are also required to provide you with 
this Privacy notice regarding our legal duties, policies and procedures to protect and 
maintain the privacy of your Health Information. We are required to follow the terms of 
this Privacy Notice unless (and until) it is revised. We reserve the right to change the 
terms of this Privacy Notice and to make the new notice provisions effective for the 
Health Information that we maintain and use, as well as for any Health Information that 
we may receive in the future. Should the terms of this Privacy Notice change, we will 
make a revised copy of the notice available to you. Revised Privacy Notices will be 
available at our Facility for individuals to take with them, and we will post a copy of 
revised Privacy Notices in a prominent location in our Facility.  
 

Permitted Uses and Disclosures of Your Health Information 
 

I. General Uses and Disclosures. Under the Privacy Rules, we are permitted 
to use and disclose your Health Information for the following purposes, 
without obtaining your permission or authorization: 

 
a. Treatment. We are permitted to use and disclose your Health Information 

in the provision and coordination of your health care. For example, we 
may disclose your Health Information to your primary health care 
provider, consulting providers, and to other health care personnel who 
have a need for such information for your care and treatment.  

 
b. Payment. We are permitted to use and disclose your Health Information 

for the purposes of determining coverage, billing, and reimbursement. 
This information may be released to an insurance company, third party 
payor, or other authorized entity or person involved in the payment of 
your medical bills and may include copies or portions of your medical 
record that are necessary for payment of your bill. For example, a bill sent 
to your insurance company may include information that identifies you, 
your diagnosis, and the procedures and supplies used in your treatment.  

 
c. Health Care Operations. We operate as Jacksonville State University 

Student Health Center and have multiple independent contract physicians. 
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We are permitted to use and disclose your Health Information for our 
health care operations, including, but not limited to: quality assurance, 
auditing, licensing or credentialing activities, and for educational 
purposes. For example, we may use your Health Information to internally 
assess our quality of care provided to patients. 

 
d. Uses and Disclosures Required by Law. We may use and disclose your 

Health Information when required to do so by law, including, but not 
limited to: reporting abuse and neglect; in response to judicial and 
administrative proceedings; in responding to a law enforcement request 
for information; or in order to alert law enforcement to criminal conduct 
on our premises or of a death that may be the result of criminal conduct.  

 
e. Public Health Activities. We may disclose your Health Information for 

public health recording, including, but not limited to: reporting 
communicable diseases and vital statistics; product recalls and adverse 
events; or notifying person(s) who may have been exposed to a disease or 
are at risk of contracting or spreading a disease or condition.  

 
f. Abuse and Neglect. We may disclose your Health Information to a local, 

state, or federal government authority, including social services or a 
protective services agency authorized by law to receive such reports, if we 
have a reasonable belief of abuse or neglect.  

 
g. Regulatory Agencies. We may disclose your Health Information to a 

health care oversight agency for activities authorized by law, including, 
but not limited to: licensure, investigations, and inspections. These 
activities are necessary for the government and certain private health 
oversight agencies to monitor the health care system, government 
programs, and compliance with civil rights.  

 
h. Judicial and Administrative Proceedings. We may disclose your Health 

Information in judicial and administrative proceedings, as well as in 
response to an order of a court, administrative tribunal, or in response to a 
subpoena, summons, warrant, discovery request, or similar legal request.  

 
i. Law Enforcement Purposes. We may disclose your Health Information 

to law enforcement officials when required to do so by law.  
 

j. Coroners, Medical Examiners, Funeral Directors. We may disclose 
your Health Information to a coroner or medical examiner. This may be 
necessary, for example, to determine a cause of death. We may also 
disclose your Health Information to funeral directors, as necessary, to 
carry out their duties.  

 



 3

k. Organ Donation. We may disclose your Health Information to organ 
procurement organizations or other entities in the procurement, banking, 
or transplantation of cadaveric organs, eyes, or tissues.  

 
l. Research. Under certain circumstances, we may disclose your Health 

Information to researchers when their clinical research study has been 
approved and where certain safeguards are in place to ensure the privacy 
and protection of your Health Information.  

 
m. Threats to Health and Safety. We may use or disclose your Health 

Information if we believe, in good faith, that the use or disclosure is 
necessary to prevent or lessen a serious or imminent threat to the health or 
safety of a person or the public, or is necessary for law enforcement to 
identify or apprehend an individual.  

 
n. Specialized Government Functions. If you are a member of the U.S. 

Armed Forces, we may disclose your Health Information as required by 
military command authorities. We may also disclose your Health 
Information to authorized federal officials for national security reasons 
and the Department of State for medical suitability determinations. 

 
o. Inmates. If you are an inmate of a correctional institution or under the 

custody of a law enforcement official, we may release your Health 
Information to the correctional institution or law enforcement official, 
where such information is necessary for the institution to provide you with 
health care; to protect your health or safety, or the health or safety of 
others; or for the safety and security of the correctional institution.  

 
p. Workers’ Compensation. We may disclose your Health Information to 

your employer to the extent necessary to comply with Alabama laws 
relating to workers’ compensation or other similar programs. 

 
q. Fundraising. We may disclose your Health Information to make a 

fundraising communication to you for the purpose of raising funds for our 
own benefit. Included in such fundraising communications will be 
instructions describing how you may ask not to receive future 
communications.  

 
r. Marketing. We may use or disclose your Health Information to make a 

marketing communication to you that occurs in a face-to-face encounter 
with us or that concerns a promotional gift of nominal value provided by 
us.  

 
s. Appointment Reminders/Treatment Alternatives. We may use and 

disclose your Health Information to remind you of an appointment for 
treatment and medical care at our Facility or to provide you with 



 4

information regarding treatment alternatives or other health-related 
benefits and services that may be of interest to you. 

 
t. Business Associates. We may disclose your Health Information to 

business associates who provide services to us. Our business associates are 
required to protect the confidentiality of your Health Information.  

 
II. Other Uses and Disclosures. In addition to the reasons outlined above, we 

may use and disclose your Health Information for other purposes permitted by 
the Privacy Rules. 

 
a. Uses and Disclosures That Require Patient Opportunity to Verbally 

Agree or Object. Under the Privacy Rules, we are permitted to use and 
disclose your Health Information: (i) for the creation of facility directories, 
(ii) to disaster relief agencies, and (iii) to family members, close personal 
friends or any other person identified by you, if the information is directly 
relevant to that person’s involvement in your care or treatment. Except in 
emergency situations, you will be notified in advance and have the 
opportunity to verbally agree or object to this use and disclosure of you 
Health Information.  

 
b. Uses and Disclosures That Require Written Authorization. As required 

by the Privacy Rules, all other uses and disclosures of your Health 
Information (not described above) will be made only with your written 
Authorization. For example, in order to disclose your Health Information 
to a company for marketing purposes, we must obtain your Authorization. 
Under the Privacy Rules, you may revoke your Authorization at any time. 
The revocation of your Authorization will be effective immediately, 
except to the extent that: we have relied upon it previously for the use and 
disclosure of your Health Information; if the Authorization was obtained 
as a condition of obtaining insurance coverage where other law provides 
the insurer with the right to contest a claim under the policy or the policy 
itself; or where your Health Information was obtained as part of a research 
study and is necessary to maintain the integrity of the study.   

 
 


